OMNI MODOD"

EKSPERT W DZIEDZINIE
OCHRONY DANYCH OSOBOWYCH

Akademia I0OD. 5-dniowe szkolenie dla Inspektora Ochrony Danych
(10D)

Terminy szkoleh

Data: START: 16.01.2026 (tacznie 5 dni) tj. 16.01.2026, 23.01.2026, 30.01.2026, 6.02.2026 , 13.02.2026 w
g0dz.10:00-16:00

Miejsce: szkolenie on-line

Prowadzacy: r.pr.Tomasz Osiej, dr r.pr. Michat Czarnecki, Arkadiusz Rzycki, Maciej Patakiewicz, Joanna
Czarnecka

Koszt: 2600 zt + 23% VAT

Cele szkolenia

Celem szkolenia jest przygotowanie uczestnikéw do petnienia funkcji Inspektora Ochrony Danych
(IOD) w réznych organizacjach. Efekt osiggamy poprzez zapoznanie uczestnikéw z przepisami RODO,
zadaniami IOD, najlepszymi praktykami oceny ryzyka, audytami, zarzgdzaniem naruszeniami danych
oraz codziennymi obowigzkami IOD w organizacjach. Do tego dochodzg elementy ¢wiczen
psychologicznego wsparcia, potrzebnego w codziennej pracy 10D.

Dla kogo jest szkolenie?

Szkolenie przeznaczone jest dla:

dla wszystkich tych, ktérzy zainteresowani sg petnieniem funkcji Inspektoréw Ochrony Danych i chca
zdoby¢, poszerzy¢ lub ugruntowac swojg wiedze; dla wszystkich oséb, ktére w swoich dziataniach
stuzbowych obejmujg wsparcie Inspektoréw Ochrony Danych; dla oséb zajmujgcych sie ochrong
danych osobowych, w organizacji, w ktérej IOD nie zostat wyznaczony; dla oséb zainteresowanych
ochrong danych osobowych, takze oséb fizycznych; dla kadry zarzadzajacej i specjalistéw
odpowiedzialnych za bezpieczehstwo informacji w firmie; dla 0séb petnigcych w przesztosci funkcje
Administratoréw Bezpieczenstwa Informacji.

Rezultaty szkolenia

Po ukohczeniu 5-dniowego szkolenia ,Akademia Inspektora Ochrony Danych” uczestnicy zdobedg
niezbedng wiedze oraz praktyczne umiejetnosci do petnienia roli Inspektora Ochrony Danych w
organizacjach. Szkolenie jest kompleksowe, obejmujgce zaréwno zagadnienia teoretyczne, jak i
praktyczne, dostosowane do realiéw wdrazania RODO w firmach i instytucjach.

Gtéwne efekty szkolenia:

Kompleksowa wiedza na temat ochrony danych osobowych
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Uczestnicy zdobedg gruntowng wiedze na temat:
Ramy prawne ochrony danych osobowych oraz kluczowych przepiséw RODO;

Zasad przetwarzania danych osobowych, takich jak zasada rozliczalnosci, proaktywnos¢ czy
odpowiedzialnos¢;

Obowigzkdédw administratoréw danych, podmiotéw przetwarzajgcych oraz Inspektoréw Ochrony
Danych (I0D);

Umiejetnosci praktyczne w zakresie wdrazania RODO
Uczestnicy naucza sie, jak:

Ocenic¢ ryzyko zwigzane z przetwarzaniem danych osobowych;
Wdrozy¢ Srodki organizacyjne i techniczne zapewniajgce bezpieczehstwo danych;
Opracowacd i wdrozy¢ niezbedne polityki ochrony danych osobowych;

Realizowa¢ prawa oséb, ktérych dane dotyczg, w tym m.in. prawo do bycia zapomnianym, prawo do
przenoszenia danych;

Wiedza na temat odpowiedzialnosci cywilnej i administracyjnej

Uczestnicy zapoznaja sie z odpowiedzialnoscig prawng w zakresie ochrony danych osobowych, w
tym:

Odpowiedzialnoscig cywilng i karng za naruszenie przepiséw ochrony danych;

MozliwoSciami natozenia kar administracyjnych przez organy nadzoru;

Umiejetnosci analizy i oceny proceséw przetwarzania danych
Uczestnicy naucza sie:

Oceny skutkéw dla ochrony danych (DPIA);
Zarzadzania incydentami i naruszeniami danych osobowych;
Wdrazania skutecznych procedur bezpieczenstwa i audytéw w zakresie ochrony danych;

Znajomos¢ narzedzi i procedur wspierajgcych petnienie funkcji 10D
Uczestnicy zdobedg umiejetnosci w zakresie:

Tworzenia rejestréw czynnosci przetwarzania danych;
Przeprowadzania analiz ryzyka, w tym przy uzyciu narzedzi oceny ryzyka RODO;
Zarzgdzania retencjg danych i wdrazania procedur bezpieczenhstwa;

Praktyczne warsztaty z negocjacji i komunikacji
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Uczestnicy beda mieli mozliwo$¢ doskonalenia swoich umiejetnosci w zakresie:
Negocjowania umoéw powierzenia danych osobowych;

Komunikacji w sytuacjach konfliktowych oraz skutecznego wywierania wptywu;
Planowania komunikacji w negocjacjach i rozwigzywania sytuacji spornych;

Certyfikaty i wsparcie po szkoleniu
Po zakohczeniu szkolenia uczestnicy otrzymaja:

Certyfikat znajomosci przepiséw RODO wymagany do petnienia funkcji IOD;

Certyfikat ukonczenia szkolenia, ktéry potwierdza uczestnictwo w kursie,

Materiaty szkoleniowe w wersji elektronicznej, ktére mogg by¢ wykorzystane w pracy zawodowej;
Wsparcie merytoryczne po szkoleniu, w tym mozliwos¢ skorzystania z indywidualnych konsultacji.

Mozliwos¢ uzyskania specjalistycznych wzoréw dokumentéw
Uczestnicy otrzymaja:

Wzory dokumentéw i polityk, ktére moga zaadoptowad i wdrozy¢ w swoich organizacjach,

Praséwke - zbiér najnowszych informacji ze swiata ochrony danych osobowych na 3 miesigce.
Egzamin kohcowy

Po zakohczeniu szkolenia, uczestnicy przystepujg do egzaminu, ktéry pozwala na ocene zdobytnej
wiedzy. Wyniki testu sg omawiane, a kazdy uczestnik otrzymuje informacje zwrotne na temat swoich
odpowiedzi.

Szkolenie zostato zaprojektowane w taki sposéb, aby umozliwi¢ uczestnikom skuteczne wdrozenie i

realizacje wymogéw RODO w praktyce, a takze przygotowanie do petnienia roli Inspektora Ochrony
Danych w swojej organizacji.

Plan szkolenia

Dzien |

Wprowadzenie do RODO i rola IOD w organizacji
Blok I
Ramy prawne ochrony danych osobowych

Zatozenia unijnej reformy ochrony danych osobowych i jej wptyw na ustawodawstwo krajowe;
Zmiana kultury ochrony danych; Podejscie oparte na ryzyku; Zasada rozliczalnosci; Podejscie
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proaktywne i prewencyjne; Zasady odpowiedzialnosci za przetwarzanie danych.

Blok Il

Kluczowe pojecia, instytucje i narzedzia

Przeglad definicji na gruncie RODO; Zasady i podstawy przetwarzania danych; Status administratora
i podmiotu przetwarzajgcego; Wspdtadministratorzy danych osobowych; Organizacyjne i techniczne
Srodki bezpieczenstwa, dokumentacja - polityki i procedury; Certyfikacja i zatwierdzone kodeksy
postepowania.

Blok Il

Prawa i obowigzki na gruncie RODO

Obowigzki informacyjne; Prawo do usuniecia danych (,,prawo do bycia zapomnianym”); Prawo do
ograniczenia przetwarzania; Prawo do przenoszenia danych; Prawo do sprzeciwu oraz niepodlegania
profilowaniu; Prawo do zadania kopii danych.

Inspektor Ochrony Danych

Przestanki wyznaczenia Inspektora Ochrony Danych (I0D); Warunki wykonywania przez 10D zadan-
status, miejsce w strukturze, gwarancje, konflikt intereséw; Zadania I0D; Obowigzki Administratora i

podmiotu przetwarzajacego.

Dzien Il

Praktyczne zagadnienia 10D, rola organu nadzoru i wdrazanie RODO w organizacji

Blok IV

Wybrane zagadnienia z praktyki IOD

Pliki cookies; Transfery danych do panstw trzecich; Przetwarzanie danych kadrowych; Sygnalisci;
Ochrona danych a sztuczna inteligencja i big data; Odpowiedzialnos$¢ cywilna, karna oraz
administracyjne kary pieniezne; Bezpieczne przetwarzanie danych osobowych.

Blok V

Organ nadzoru

Kompetencje Prezesa UODO; Kluczowe wymogi w oparciu o decyzje Prezesa UODO; Kontrole i
postepowania w sprawie naruszenia przepiséw.

Blok VI

Wdrazanie RODO w organizacji
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Ocena proceséw przetwarzania danych; Identyfikacja i priorytetyzacja zadan; Okreslenie
harmonogramu.

Dzien Il

Blok VI
System zarzadzania ochrona danych - warsztaty praktyczne cz. |

Uczestnicy otrzymajg wzory dokumentéw i polityk, do uzupetnienia i implementacji w swojej
codziennej pracy.

Polityka ODO - cel i zakres polityki; Prowadzenie Rejestréw: czynnosci/ kategorii czynnosci; ryzyka;
incydentdéw i naruszen; Organizacja i zarzadzanie Realizacjg praw oséb, ktérych dane dotyczg;
Zarzadzanie retencjg danych osobowych; Wybér podmiotu przetwarzajgcego dane osobowe -
powierzenie danych; Uwzglednianie ochrony danych w fazie projektowania oraz domysina ochrona
danych - privacy by design, privacy by default.

Dzien IV

BLOK VI

System zarzadzania ochrona danych - warsztaty cz. Il

Ocena skutkéw dla ochrony danych - data protection impact assesment DPIA; Przeprowadzenie
analizy ryzyka; Zarzadzanie incydentami bezpieczenstwa skutkujgcymi naruszeniem ochrony danych
osobowych; Notyfikacja naruszeh ochrony danych osobowych; Audyty i przeglady systemu

zarzadzania ochrong danych osobowych w organizacji.

Dzien V

Blok XII
Techniki negocjacji

Podstawowe metody wywierania wptywu na rozméwcow; Chwyty erystyczne oraz techniki retoryczne
i ich zastosowanie w negocjacjach; Umiejetnos¢ stawiania pytan, wyjasniania, ogniskowania,
przejmowania inicjatywy; Czym jest sukces w sytuacji negocjacyjnej? Kiedy negocjacje konhczga sie
sukcesem?

Negocjator
Analiza indywidualnego stylu rozwigzywania konfliktéw, Wypracowanie wtasnej strategii

negocjacyjnej. Impas - metody przetamywania impasu i zamykania dyskusji, ustepowanie
i uzyskiwanie ustepstw.
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Negocjacje

Planowanie komunikacji w negocjacjach; Okreslenie przedmiotu negocjacji; Ustalenie stanu
faktycznego - obiektywne kryteria w negocjacjach; Definiowanie probleméw i ustalenie stanowiska;
BATNA; Negocjacje vs. mediacje. Kiedy nalezy positkowac sie zewnetrznym mediatorem?
Komunikacja neutralna dla odbiorcy i nadawcy - odréznienie faktéw od ocen, zasady komunikacji
indywidualnej; Sytuacje konfliktowe - zarzgdzanie konfliktem (aspekty racjonalne vs. emocjonalne,
komunikacja faktograficzna).

Cwiczenia warsztatowe.
Egzamin teoretyczny konczacy 5-dniowe szkolenie.

Szkolenie konczy sie 40-minutowym egzaminem pisemnym. Jest to test wielokrotnego wyboru oraz
pytania otwarte. Przystgpienie do egzaminu jest fakultatywne, ale polecamy weryfikacje zdobytej,
podczas szkolenia, wiedzy.

Egzamin bedzie oceniany w godzinach trwania szkolenia i kazdy uczestnik otrzyma informacje o
zdobytej punktacji. Na zakonczenie szkolenia pytania egzaminacyjne zostang oméwione wraz z
poprawnymi odpowiedziami oraz omdéwieniem trudniejszych zagadnien.

Prowadzacy

Nasze szkolenie jest prowadzone przez zespdt wykwalifikowanych ekspertéw, ktérzy posiadaja
szerokg wiedze oraz wieloletnie doswiadczenie w obszarze danych osobowych i bezpieczehstwa
informacji. Uczestnicy majg pewnos¢, ze tematyka szkolenia zostanie poprowadzona przez osoby,
ktére sg w stanie odpowiedzie¢ na najtrudniejsze pytania i wyzwania, z jakimi spotykajg sie w swojej
codziennej pracy.

r.rp. Tomasz Osiej

Radca prawny, partner zarzgdzajacy w kancelarii Osiej i Partnerzy, europejski rzecznik patentowy
ekspert z zakresu ochrony danych osobowych, wtasnosci przemystowej oraz prawa nowych
technologii. Wspétprowadzacy podcast #RODOtamacz, wspéttwérca portalu GDPR.PL. Redaktor i
wspétautor licznych publikacji naukowych i artykutow, miedzy innymi: ,0gdlne rozporzadzenie o
ochronie danych osobowych. Wybrane zagadnienia” redakcja naukowa Wydawnictwo C.H.BECK;
~RODO w 15 krokach. Praktyczny poradnik dla przedsiebiorcéw” Wydawnictwo C.H.BECK.; ,,Ochrona
danych w zatrudnieniu” pod red. dr Dominiki Dérre-Kolasa, Wydawnictwo C.H.BECK; , Transfery
danych osobowych na podstawie RODO” pod red. dr hab. Marleny Sakowskiej - Baryta, Wydawnictwo
Wolters Kluwer; ,Ochrona sygnalistéw w sektorze publicznym” pod red. dr hab. Marleny Sakowskiej -
Baryta, Wydawnictwo C.H. Beck. Publikuje takze w Dzienniku Gazecie Prawnej, Rzeczpospolitej oraz
specjalistycznych periodykach.

dr Michat Czarnecki
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Doktor nauk prawnych, absolwent prawa, a takze filozofii na Uniwersytecie Kardynata Stefana
Wyszynskiego w Warszawie. Partner w kancelarii Osiej i Partnerzy (kancelariaosiej.pl). Autor licznych
publikacji i artykutéw w prasie fachowej, w tym m.in. ,RODO w 15 krokach. Praktyczny poradnik dla
przedsiebiorcow”.

W latach 2015-2017 pracownik Departamentu Orzecznictwa, Legislacji i Skarg w Biurze Generalnego
Inspektora Ochrony Danych Osobowych, gdzie zajmowat sie przygotowaniem opracowah i analiz z
zakresu ochrony danych osobowych, a takze prowadzeniem postepowan administracyjnych w tym
obszarze. Oprécz prawa ochrony danych osobowych, specjalizuje sie réwniez w prawie
administracyjnym oraz gospodarczym.

W Omni Modo odpowiedzialny za przeprowadzanie audytéw zgodnosci z RODO, analizy ryzyka oraz
prowadzenie szkoleh. Zajmuje sie obstuga miedzynarodowych podmiotéw m. in. jednej z
najwiekszych agencji zatrudnienia. Ponadto, wspomaga przedsiebiorcéw w petnieniu funkcji IOD. W
obszarze jego szczegdlnych zainteresowan lezy tematyka ochrony danych w zatrudnieniu.

Arkadiusz Rzycki

Absolwent Akademii Leona Kozmifskiego na kierunku ,Zarzadzanie procesowe”. Audytor wiodacy
ISO/IEC 27001, audytor wewnetrzny ISO 9001. Specjalizuje sie w zagadnieniach dotyczacych
bezpieczenstwa informacji, wymogdéw techniczno-organizacyjnych wynikajgcych z przepiséw RODO w
zakresie bezpieczenstwa oraz przetwarzania danych osobowych, analizy ryzyka, zarzadzania
procesami i projektami. Doswiadczenie zawodowe zdobywat w miedzynarodowej instytucji
finansowej. Od 2016 roku zwigzany z Omni Modo. Posiada dtugoletnie doswiadczenie w zakresie
zarzadzania, realizacji projektéw (w tym zapewniajacych zgodnos¢ z obowigzujgcymi przepisami
prawa). Przeprowadza audyty, szkolenia, opracowuje i wdraza dokumentacje niezbedna do
osiggniecia celdéw realizowanych proceséw, zgodnosci z wymogami organizacji, wdrazanych
systemdw zarzadzania, jak réwniez przepiséw prawa.

Maciej Patakiewicz

Studiowat na Politechnice Warszawskiej oraz Europejskiej Uczelni w Warszawie. Audytor wiodacy
ISO/IEC 27001, audytor wewnetrzny ISO 27701. Specjalizuje sie w zagadnieniach dotyczacych
bezpieczenstwa informacji, wymogoéw techniczno-organizacyjnych wynikajgcych z przepiséw RODO w
zakresie bezpieczenstwa oraz przetwarzania danych osobowych, analizy ryzyka, zarzadzania
procesami i projektami. Doswiadczenie zdobywat na wszystkich szczeblach kariery w IT (helpdesk,
administracja sieciami i aplikacjami, wdrozenia oraz zarzgdzanie projektami). Od 2018 roku zajmuje
sie bezpieczehstwem przetwarzania danych osobowych i informacji. Posiada bogate doswiadczenie w
prowadzeniu catosciowych audytéw oraz wdrozeh z RODO, a takze przygotowania klientéw do
certyfikacji ISO 27001 i 27701.

Joanna Czarnecka

Prawnik, specjalizuje sie w prawie pracy i prawie ochrony danych osobowych. Mediator i negocjator
sgdowy. Wspiera procesy wdrozenia RODO w podmiotach sektora prywatnego i
publicznego.Przeprowadza audyty, opracowuje procedury ochrony danych osobowych oraz
koordynuje ich wdrozenie. Specjalizuje sie w zarzadzaniu procesami realizowanymi w obrebie
jednostek organizacyjnych, dostosowywaniu proceséw do wymogéw prawnych i zmian w przepisach,
zarzadzaniu zespotem pracownikéw, realizacji projektow zwigzanych ze zmianami struktury
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organizacji i zmianami w procesach.

W ramach szkolenia kazdy uczestnik otrzymuje:

Materiaty szkoleniowe Wsparcie merytoryczne E-learning RODO
S 2
Konsultacje 1h po szkoleniu Wzory dokumentéw Certyfikat znajomosci przepiséw
RODO

Q

o

A

Zaswiadczenie potwierdzajgce Udziat w webinarach tylko dla Praséwka na 3-mce z

udziat w szkoleniu uczestnikéw szkolenia dla IOD  aktualnosciami RODO i nie tylko

= = o

Na wszelkie pytania dotyczace szkoleh odpowiemy pod numerami telefonéw:
(22) 616 25 70 oraz +48 690 475 671
lub drogg mailowg: szkolenia@omnimodo.com.pl
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