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Cele szkolenia

Celem szkolenia jest zapoznanie uczestników z regulacjami dotyczącymi ochrony sygnalistów
wynikającymi z tzw. dyrektywy o sygnalistach oraz założeń ustawy o ochronie osób zgłaszających
naruszenia prawa.

Dla kogo jest szkolenie?

Szkolenie przeznaczone jest dla:

Administratorów danych oraz przedstawicieli szczebla kierowniczego administratora Inspektorów
Ochrony Danych Osób odpowiedzialnych za wdrożenie procesu ochrony sygnalistów w organizacji
Osób zajmujących się ochroną danych w organizacji. Specjalistów zajmujących się bezpieczeństwem
informacji w organizacji 

Średnich i dużych przedsiębiorców, którzy chcą poznać swoje obowiązki wynikające z aktualnych
przepisów prawa

Rezultaty szkolenia

PODCZAS SZKOLENIA UCZESTNICY:

Dowiedzą się czy i do kiedy muszą wdrożyć w swojej organizacji rozwiązania związane z ochroną
sygnalistów. Usłyszą, jak sprawnie wdrożyć właściwe rozwiązania w organizacji i jaką przygotować
dokumentację, która pomoże w praktycznym stosowaniu wymogów dyrektywy oraz powstającej
ustawy na co dzień. Dowiedzą się, jak korzystać z kanałów zgłoszeń nieprawidłowości i w jaki sposób
wybrać dostawcę, który zapewni odpowiedni poziom bezpieczeństwa danych osobowych
sygnalistów. Poznają zasady prawidłowego przetwarzania danych osobowych i rozpatrywania
zgłoszeń. Dowiedzą się jakie są konsekwencje braku wdrożenia lub złamania zasad dotyczących
ochrony sygnalistów w organizacji. 



Plan szkolenia

Jak przygotować system ochrony danych osobowych na zgłoszenia sygnalistów?

1. Zagadnienia wprowadzające:

a) Obowiązujące przepisy prawa

b) Czym jest sygnalizowanie?

c) Kim jest sygnalista?

d) Działania odwetowe

e) Ochrona sygnalisty

f) Kogo obowiązują nowe przepisy i kiedy powinniśmy być gotowi na zmiany?

2. Dokumentacja ochrony danych osobowych:

a) Procedura wewnętrzna

b) Rejestr zgłoszeń

c) Klauzule informacyjne

d) Upoważnienie do przetwarzania danych osobowych

e) Rejestr czynności przetwarzania danych – nowy proces w organizacji

f) Weryfikacja umów powierzenia

3. Bezpieczne kanały zgłoszeniowe

4. Czy Inspektor Ochrony Danych może odpowiadać za organizację ochrony sygnalistów w
organizacji?

5. Odpowiedzialność za naruszenie przepisów o ochronie sygnalistów

6. Obowiązki pracodawcy

7. Sesja pytań i odpowiedzi

 

Prowadzący



r.pr. Tomasz Osiej 

Radca prawny, partner zarządzający w kancelarii Osiej i Partnerzy, europejski rzecznik patentowy
ekspert z zakresu ochrony danych osobowych, własności przemysłowej oraz prawa nowych
technologii. Współprowadzący podcast #RODOłamacz, współtwórca portalu GDPR.PL. Redaktor i
współautor licznych publikacji naukowych i artykułów, między innymi: „Ogólne rozporządzenie o
ochronie danych osobowych. Wybrane zagadnienia” redakcja naukowa Wydawnictwo C.H.BECK;
„RODO w 15 krokach. Praktyczny poradnik dla przedsiębiorców” Wydawnictwo C.H.BECK.; „Ochrona
danych w zatrudnieniu” pod red. dr Dominiki Dörre-Kolasa, Wydawnictwo C.H.BECK; „Transfery
danych osobowych na podstawie RODO” pod red. dr hab. Marleny Sakowskiej – Baryła, Wydawnictwo
Wolters Kluwer; „Ochrona sygnalistów w sektorze publicznym” pod red. dr hab. Marleny Sakowskiej –
Baryła, Wydawnictwo C.H. Beck. Publikuje także w Dzienniku Gazecie Prawnej, Rzeczpospolitej oraz
specjalistycznych periodykach.

r.pr. Bartłomiej Niezabitowski

Radca prawny, absolwent prawa na Katolickim Uniwersytecie Lubelskim Jana Pawła II oraz studiów
podyplomowych z zakresu ochrony danych osobowych na Uniwersytecie Marii Curie-Skłodowskiej i
kierunku „Prawo nowoczesnych technologii” na Akademii Leona Koźmińskiego w
Warszawie.Specjalizuje się w prawie handlowym, kontraktowym, nowych technologii i ochrony
danych osobowych. Ponadto do kręgu jego zainteresowań zalicza się zarządzanie ryzykiem
cyberbezpieczeństwa.W Omni Modo zajmuje się obsługą i doradztwem w zakresie bieżącej
działalności przedsiębiorców związanej m.in. z przetwarzaniem danych osobowych.

Jak wygląda szkolenie zdalne?

Zgłoszenia na szkolenie można dokonać poprzez formularz „Zapisz się na szkolenie” lub wysyłając je
na adres: szkolenia@omnimodo.com.pl Na 3 dni przed szkoleniem na wskazany w zgłoszeniu adres e-
mail, otrzymasz informacje organizacyjne wraz z unikalnym  linkiem na szkolenie. W dniu szkolenia
logujesz się do platformy z dowolnego miejsca na dowolnym urządzeniu (komputer, tablet lub
telefon). W trakcie szkolenia widać ekran prowadzącego/prowadzących oraz jego samego. Możesz
zadawać pytania prowadzącemu w trakcie szkolenia i/lub na czacie. Materiały szkoleniowe otrzymasz
w formacie PDF wraz z certyfikatem potwierdzającym udział w szkoleniu. Po zakończeniu szkolenia,
nie ma możliwości jego ponownego odtworzenia. 

 

W ramach szkolenia każdy uczestnik otrzymuje:

Materiały szkoleniowe w wersji
elektronicznej

Certyfikat poświadczający udział
w szkoleniu

Wsparcie merytoryczne po
szkoleniu



Na wszelkie pytania dotyczące szkoleń odpowiemy pod numerami telefonów:
(22) 616 25 70 oraz +48 690 475 671

lub drogą mailową: szkolenia@omnimodo.com.pl
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